
 

This is to certify that 

Junos OS 20.4R1 for SRX345, SRX345-DUAL-AC and 
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produced by 
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has been evaluated under the terms of the 

Australian Information Security Evaluation Program 
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Certification result conformance 

- collaborative Protection Profile for Network Devices (NDcPP), version 2.1 

- PP-Module for Stateful Traffic Filter Firewalls, version 1.3 

- PP-Module for Virtual Private Network (VPN) Gateways, version 1.0 

- NDcPP Extended Package (EP) for Intrusion Prevention Systems (IPS), version 2.11 
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Certificate Number: 2021/136  

 

The IT product identified in this certificate has been evaluated at an accredited and licensed evaluation facility of Australia using the Common Methodology 

for IT Security Evaluation (Version 3.1 Revision 5), for conformance to the Common Criteria for IT Security Evaluation (Version 3.1, Revision 5). This 

certificate applies only to the specific version and release of the product in its evaluated configuration and in conjunction with the complete Certification 

Report. The evaluation has been conducted in accordance with the provisions of the Australian Information Security Evaluation Program (AISEP) and the 

conclusions of the evaluation facility in the evaluation technical report are consistent with the evidence adduced. This certificate is not an endorsement of 

the IT product by the AISEP or by any other organisation that recognises or gives effect to this certificate, and no warranty of the IT product by the AISEP 

or by other organisation that recognises or gives effect to this certificate, is either expressed or implied. 


